Zarzadzenie nr 16/2016

WOJUT GMINY |
GOLUB-DOBRZYN .. : .
Wdjta Gminy Golub-Dobrzyn

z dnia 1 kwietnia 2016 r.

Woéijta Gminy Golub-Dobrzyri Pana Marka Rylowicz w sprawie wprowadzenia Polityki Bezpieczerstwa i Instrukcji

Zarzadzania Systemem Informatycznym,

w zwigzku z zapisami ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych (t.j. Dz. U. z 2014 r. poz.
1182, 1662, z 2015 r. poz. 1309) oraz rozporzqdzenia Ministra Spraw Wewnegtrznych i Administracji z dnia 29
kwietnia 2004 r. w sprawie dokumentacji przetwarzania danych osobowych oraz warunkow technicznych
i organizacyjnych, jakim powinny odpowiadac urzqdzenia i systemy informatyczne stuzgce do przetwarzania

danych osobowych (Dz.U. z 2004 r. Nr 100, poz. 1024)
zarzadza sie, co nastepuje:

§1Wprc adza sie w podmiocie: Urzad Gminy Golub-Dobrzyri Plac Tysigclecia 25 i Plac Tysiaclecia 22A 87-400 Golub-
Dobrzyn, Polityke Bezpieczenistwa oraz Instrukcje Zarzadzania Systemem Informatycznym stanowiacq zatgczniki do

niniejszego zarzgdzenia.
§2

Zarzadzenie jest adresowane do pracownikéw podmiotu: Urzad Gminy Golub-Dobrzyn Plac Tysiaclecia 25 i Plac
Tysiaclecia 22A 87-400 Golub-Dobrzyn wykonujacych czynnosci okreslone w zatgcznikach. Kazdy pracownik, zgodnie
z wykazem, jest obowigzany zapoznac sie ztrescig ,Polityki Bezpieczeristwa” i ,Instrukcji Zarzadzania Systemem
Informaty~nym”. Oéwiadczenie o zapoznaniu sig z trescig powyiszych zatacznikéw zaopatrzone w podpis pracownika i
date, dofacza sie do akt osobowych. Administratora Bezpieczeristwa Informacji zobowigzuje do nadzoru nad

przestrzeganiem postanowien niniejszego Zarzadzenia.
§3

W6ijt Gminy Golub-Dobrzyn Pan Marek Rytowicz, zobowigzuje wszystkich pracownikéw do przestrzegania Polityki
Bezpieczenstwa oraz stosowania sig¢ do Instrukcji Zarzadzania Systemem Informatycznym pod grozbg konsekwencji

stuzbowych, przewidzianych prawem.
§4

Zarzadzenie wchodzi w zycie z dniem podpisania tj. 1 kwietnia 2016 roku.

(podpis Administratora Danych Osobowych)




POLITYKA BEZPIECZENSTWA

Administrator Danych — Marek Rytowicz
dnia 1 kwietnia 2016 roku w podmiocie o nazwie: Urzad Gminy Golub-Dobrzyn

zgodnie z ROZPORZADZENIEM MINISTRA SPRAW WEWNETRZNYCH I ADMINISTRACH
z dnia 29 kwietnia 2004 r.
w sprawie dokumentacji przetwarzania danych osobowych oraz warunkéw technicznych
i organizacyjnych, jakim powinny odpowiada¢ urzgdzenia i systemy informatyczne
stuzace do przetwarzania danych osobowych (Dz. U. Nr 100, poz. 1024}

wdraza dokument o nazwie ,Polityka Bezpieczenstwa”, Zapisy tego dokumentu wchodza w zycie

z dniem 1 kwietnia 2016 roku.

§1

Polityka bezpieczeristwa w zakresie ochrony danych osobowych w podmiocie: Urzad Gminy Golub-Dobrzyn,
ckresla zasady przetwarzania danych osobowych, oraz $rodki techniczne i organizacyjne zastosowane dla
zapewnienia poufnosci, integralnosci i rozliczalnosci przetwarzanych danych osobowych. Polityka
bezpieczenistwa stuizy zapewnieniu wysokiego poziomu bezpieczeristwa przetwarzanych danych. Polityka
bezpieczenistwa dotyczy danych osobowych przetwarzanych w zbiorach manualnych, oraz w systemach
informatycznych.

§2

llekro¢ w ,,Polityce Bezpieczeristwa” jest mowa o:

1. ZBIORZE DANYCH - rozumie sie przez to kazdy posiadajacy strukture zestaw danych o charakterze osobowym,
dostepnym wedlug okreslonych kryteridw, niezaleznie od tego, czy zestaw ten jest rozproszony lub podzielony
funkcjonalnie, -

2. PRZETWARZANIU DANYCH - rozumie sig przez to jakiekolwiek operacje wykonywane na danych osohowych, takie
jak zbieranie, utrwalanie, przechowywanie, opracowywanie, zmienianie, udostepnianie | usuwanie, a zwlaszcza
te, ktére wykonuje sie w systemach informatycznych, ’

3. SYSTEMIE INFORMATYCZNYM - rozumie sie przez to zespd! wspdtpracujgcych ze sobg urzadzer, programdw,
procedur przetwarzania informacji i narzedzi programowych zastosowanych w celu przetwarzania danych,

4. ZABFZPIECZENIU DANYCH W SYSTEMIE INFORMATYCZNYM - rozumie sie przez to wdrozenie ieksploatacje
stosownych srodkéw technicznych i organizacyjnych zapewniajgcych ochrone danych przed ich nieuprawnionym
przetwarzaniem,

5. USUWANIU DANYCH - rozumie sig przez to zniszczenie danych osobowych lub taka ich modyfikacje, ktora nie
pozwoli na ustalenie tozsamosci osoby, ktorej dane dotycza,

6. ADMINISTRATORZE DANYCH - rozumie sie przez to organ, jednostke organizacyina, podmiot lub osobe, o ktérych
mowa w art. 3 ustawy o ochronie danych osobowych z dnia 29 sierpnia 1997r. (Dz. U, z 2014r., poz. 1182, 1662,
z 2015 r. poz. 1309), decydujgce o celach i srodkach przetwarzania danych osobowych,

7. ADMINISTRATORZE BEZPIECZENSTWA INFORMACI - rozumie sie przez to osobe wyznaczong przez
Administratora Danych w celu nadzorowania i przestrzegania zasad ochrony danych osobowych,

8. PODMIOCIE - rozumie sie przez to spétke prawa handlowego, podmiot gospodarczy nieposiadajacy osobowoéci
praw .:ej, jednostke samorzadowa.
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§3

Administrator Danych w podmiocie o nazwie: Urzad Gminy Golub-Dobrzyn, wyznacza Administratora
Bezpieczefistwa Informacji celem nadzorowania i przestrzegania' zasad ochrony, o ktérych mowa w
USTAWIE z dnia 29 sierpnia 1997 r. o ochronie danych osobowych. Upowainienie dla Administratora
Bezpieczeristwa Informacji, oraz zakres obowigzkéw okresla zatacznik do , Polityki Bezpieczeristwa” nr 1.

§4

Wykaz budynkéw, pomieszczeri lub czgsci pomieszczen, tworzgcych obszar, w ktérym przetwarzane sg dane
osobowe okreéla zatacznik do ,,Polityki Bezpieczenstwa” nr 2.

§5

Wykaz zbioréw danych osobowych wraz ze wskazaniem programéw zastosowanych do przetwarzania tych
danych okre$la zatacznik do ,Polityki Bezpieczenistwa” nr 3.

§6

Opis struktury zbioréw danych wskazujacy zawarto$¢ poszczegélnych pdl informacyjnych i pbwiqzania
miedzy nimi oraz sposéb przeptywu danych pomiedzy poszczegélnymi systemami okresla zalacznik do
»Polityki Bezpieczenistwa” nr 4.

§7

W podmiocie dba si¢ o to, aby dane osobowe w formie papierowej byly niedostgpne dla osdb
nieupowaznionych. Dokumenty znajdujg si¢ w pomieszczeniu zamykanym na klucz, do ktérego dostep maja
tylko osoby posiadajgce aktualne upowainienie do przetwarzania danych osobowych.

§8

Do przet.sarzania danych mogg by¢ dopuszczone wyltacznie osoby posiadajace upowatnienie nadane przez
Administratora Danych. Administrator Danych stosuje $rodki techniczne i organizacyjne zapewniajgce
ochrone przetwarzanych danych osobowych odpowiednig do zagrozer oraz kategorii danych objetych
ochrona, a w szczegdinoéci zabezpiecza dane przed ich udostgpnieniem osobom nieupowaznionym,
zabraniem przez osobe nieuprawniong, przetwarzaniem z naruszeniem ustawy oraz zmiang, utraty,
uszkodzeniem Iub zniszczeniem. Administrator Danych nadaje uprawnienia pracownikom, ktdrzy
przetwarzajg dane poprzez podpisanie oswiadczenia, ktdre stanowi zatgcznik nr 5 do ,Polityki
Bezpieczeristwa”. Prowadzona jest dokumentacja opisujgca sposéb przetwarzania danych w podmiocie,
a w szczegdlnosci:

1. Ewidencja 0séb przetwarzajacych dane w podmiocie posiadajgcych upowainienie — zatgcznik nr 6 do
,Polityki Bezpieczeristwa”.

2. Zestawienie danych osobowych - kiedy i przez kogo zostaty do zbioru wprowadzone, oraz komu sg
przekazywane — zaltacznik nr 7 do ,Polityki Bezpieczerstwa”.

3. Okredlenie s$rodkéw technicznych i organizacyjnych niezbednych dla zapewnienia poufnosci,
integralnoéci i rozliczalno$ci przetwarzanych danych — zatacznik nr 8 do ,,Polityki Bezpieczeristwa”.

§9

Na wniosek osoby, ktdrej dane dotycza, Administrator Danych jest cbowigzany, w terminie 30 dni,
poinformowac o przystugujgcych jej prawach oraz udzieli¢, odnosnie do jej danych osobowych, informacji.

§10

Administrator Danych moie powierzy¢ innemu podmiotowl, w drodze umowy zawartej na pismie,
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przetwarzanie danych osobowych w podmiocie. Podmiot ten, moze przetwarzaé dane wytgcznie w zakresie
i celu przewidzianym w umowie,

§11

Spos6b zabezpieczenia oraz przetwarzania danych w systemie informatycznym reguluje INSTRUKCIA
ZARZADZANIA SYSTEMEM INFORMATYCZNYM.

§12

W sprawach nieuregulowanych w niniejszej ,,Polityce Bezpleczeristwa” majg zastosowanie odpowiednie
przepisy USTAWY O OCHRONIE DANYCH OSOBOWYCH z dnia 29 sierpnia 1997 r. oraz ROZPORZADZENIA
MINISTRA SPRAW WEWNETRZNYCH [ ADMINISTRAC)I z dnia 29 kwietnia 2004 r. w sprawie dokumentacji
przetwarzania danych osobowych oraz warunkéw technicznych i organizacyjnych, jakim powinny
odpowiada¢ urzadzenia i systemy informatyczne stuzace do przetwarzania danych osobowych.

§13

DEKLARACJA INTENCJI, CELE | ZAKRES POLITYKI BEZPIECZENSTWA

1. Administrator Danych wyraza pefne zaangaowanie dla zapewnienia bezpieczeristwa przetwarzanych
danych osobowych oraz wsparcie dla przedsigwzigc technicznych i organizacyjnych zwigzanych
z oc!.song danych osobowych.

2. Polityka okresla podstawowe zasady bezpieczeristwa i zarzadzania bezpieczefistwem systemow,
w ktdrych dochodzi do przetwarzania danych osobowych.

3. Polityka dotyczy wszystkich danych osobowych przetwarzanych w podmiocie, niezaleznie od formy ich
przetwarzania (zbiory ewidencyjne, systemy informatyczne), oraz od tego czy dane sg lub moga byé
przetwarzane w zbiorach danych.

4. Polityka ma zastosowanie wobec wszystkich komérek organizacyjnych w tym oddziatow, samodzielnych
stanowisk pracy i wszystkich proceséw przebiegajacych w ramach przetwarzania danych osobowych.

5. Cele.a Polityki jest przetwarzanie zgodnie z przepisami danych osobowych przetwarzanych
w podmiocie oraz ich ochrona przed udostgpnieniem osobom nieupowaznionym, zabraniem przez
osobe nieuprawniona, przetwarzaniem z naruszeniem przepiséw okreslajacych zasady postgpowania
przy przetwarzaniu danych osobowych oraz przed uszkodzeniem, zniszczeniem lub nieupowazniong
zmiang.

6. Ze wzgledu na nieustannie zmieniajace sig zagroZenia przetwarzania danych o osobowych i zmiany
prawa niniejsza polityka moze by¢ dokumentem dynamicznie zmieniajacym sig w czasie. Uaktualnienia
procedur ochrony, oprogramowania i innych parametréw stosowanych przy przetwarzaniu danych
osobowych znajduja na biezaco odzwierciedlente funkcjonalne w niniejszej Polityce.

7. Cele Polityki realizowane s poprzez zapewnienie danym osobowym nastgpujacych cech:

a; poufnosci - wiaiciwoséci zapewniajacej, Zze dane nie sg udostgpniane nieupowaznionym
podmiotom,

b) integralnosci - wiasciwoéci zapewniajace], ie dane osohowe nie zostaly zmienione lub
zniszczone w sposob nieautoryzowany,

¢) rozliczalnosci - wtasciwoséci zapewniajacej, ze dziatania podmiotu operujgcego na danych
osobowych moga by¢ przypisane w sposéb jednoznaczny tylko temu podmiotowi,

d) ciaglosci - zdolnosci do niezaktdconego ich przetwarzania, bez przerw uniemozliwiajgcych ich
udostepnianie osobom upowainionym.




8.

10.

Dla skutecznej realizacji Polityki Administrator Danych zapewnia:

a) odpowiednie do zagrozen i kategorii danych objetych ochrong, $rodki techniczne i rozwigzania
organizacyjne,

b) szkolenia w zakresie przetwarzania danych osobowych i sposobéw ich ochrony,

¢) kontrole i nadzér nad przetwarzaniem danych osobowych,

d) monitorowanie zastosowanych srodkéw ochrony,

e) ciagte $ledzenie zmieniajacych sig zagrozen wewnetrznych i zewnetrznych, takze uwzglgdnianie
zmieniajgcego sig prawa,

f) kontrole i nadzér nad przetwarzaniem danych osobowych przez podmioty trzecie, ktérym dane
zostaty udostepnione lub powierzone.

Monitorowanie przez Administratora Danych zastosowanych érodkéw ochrony obejmuje m.in.
dziatenia uzytkownikéw, naruszanie zasad dostepu do danych, zapewnienie integralnosci plikéw oraz
ochrone przed atakami zewngtrznymi oraz wewnetrznymi.

Administrator Danych lub osoba przez niego upowazniona wdraza wszystkie niezbedne dokumenty
wynikajace z zapisdw ustawy, oraz innych przepisow majacych zastosowania przy przetwarzaniu danych
osobowych.

Administrator Bezpieczeristwa Informacji

A Tanmp (e
Podpis
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Golub-Dobrzy1, dnia 2016.04.01

UPOWAZNIENIE DLA ADMINISTRATORA BEZPIECZENSTWA INFORMACJI ORAZ ZAKRES OBOWIAZKOW

zafgcznik nr 1 do ,,Polityki Bezpieczeristwa”

Nt podstawie § 3 Polityki Bezpieczeristwa z dnia 1 kwietnia 2016 roku, zgodnie z zatozeniami
ROZPORZADZENIA MINISTRA SPRAW WEWNETRZNYCH [ ADMINISTRACII
z dnia 29 kwietnia 2004 r.

w sprawie dokumentacji przetwarzania danych osobowych oraz warunkéw technicznych
i organizacyjnych, jakim powinny odpowiadaé urzadzenia i systemy informatyczne stuzace
do przetwarzania danych osobowych

Na podstawie art. 36a ust. 1 Ustawy o ochronie danych osobowych z dnia 29 sierpnia 1997r. (Dz.U.22014r.
poz. 1182, 1662, z 2015 r. poz. 1309)

Administrator Danych Osobowych (ADO): Marek Rylowicz
powotuje w podmiocie; Gmina Golub-Dobrzyn
o numerze NIP: 878-10-19-920

Administratora Bezpieczeiistwa Informagji (ABI): Janusza Celmera

0 numerze Pesel: 74082211517

Upowaznienie jest waine od chwili podpisania przez strony do dnia wycofania upowaznienia przez
Administratora Danych Osobowych.,

Zgodnie ¢ art. 36a ust. 2 do zadar ABI nalezy:
1. zapewnianie przestrzegania przepiséw o ochronie danych osobowych,

2. prowadzenie rejestru zbioréw danych przetwarzanych przez administratora danych, z wyjatkiem
zbiorow, o ktorych mowa w art. 43 ust. 1 u.0.d.0., zawierajgcego nazwe zbioru oraz informacje,
o ktérych mowa w art. 41 ust, 1 pkt 2—4a i 7 u.o.d.o. zgodnie z zapisami Rozporzgdzenia Ministra
Administracji i Cyfryzacji z dnia 11 maja 2015 r., (Dz. U. 2015 poz. 745).

Administrator Bezpieczeristwa Informacji nadzoruje opracowanie i aktualizowanie dokumentacji, o ktdrej
mowa w art. 36 ust. 2 u.o.d.o., oraz przestrzegania zasad w niej okreslonych. Jest odpowiedzialny za
przestrzeganie w podmiocie zapisow Instrukeji Zarzadzania Systemem Informatycznym. Administrator
Bezpiecz_iistwa Informacji prowadzi wszelkg dokumentacje opisujgcg sposéb przetwarzania danych
w podmiocie, a w szczegdlnoséci:

zgodnie z § 4. ,Polityki Bezpieczeristwa”

Wykaz budynkéw, pomieszczen lub czesci pomieszczen, tworzacych obszar, w ktérym przetwarzane sg dane
osobowe, ktory okresla zatacznik do , Polityki Bezpieczeristwa” nr 2,




zgodnie z § 5. ,Polityki Bezpieczenistwa”

Wykaz zbioréw danych osobowych wraz ze wskazaniem programéw zastosowanych do przetwarzania tych
danych, ktory okresla zatacznik do ,Polityki Bezpieczeristwa” nr 3,

zgodnie z § 6. ,Polityki Bezpieczeristwa”
Opis struktury zbioréw danych wskazujacy zawartos¢ poszczegolnych pél informacyjnych i powigzania
miedzy nimi, oraz sposéb przeptywu danych pomiedzy poszczegdlnymi systemami, ktory okresla zatgcznik
do ,Polityki Bezpieczeristwa” nr 4,

zgodnie z § 8. ,Polityki Bezpieczenstwa”

Ewidencje oséb przetwarzajacych dane w podmiocie posiadajacych upowaznienie - zatacznik nr 6 do
,Polityki Bezpieczeristwa” oraz zestawienie danych osobowych z informacjq kiedy i przez kogo zostaty do
zbioru wprowadzone oraz komu s3 przekazywane — zatacznik nr 7 do Polityki Bezpieczenstwa”.

Administrator Bezpieczefistwa Informacji sprawdza zgodno$¢ przetwarzania danych osobowych
z przepisumi o ochronie danych osobowych oraz opracowuje w tym zakresie sprawozdania dla
Administratora Danych Osobowych, lub na wniosek GIODO zgodnie z zapisami Rozporzadzenia Ministra
Administracji i Cyfryzacji z dnia 11 maja 2015 r. (Dz. U. 2015 poz. 745).

Administrator Bezpieczenstwa Informacji zapewnia zapoznanie si¢ 0s6b upowaznionych do przetwarzania
danych osobowych z przepisami o ochronie danych osobowych.

Administrator Danych Osobowych zapewnia Srodki i organizacyjng odrebnos¢ Administratora
Bezpieczeristwa Informacji - niezbgdne do nalezytego wykonywania przez niego zadan wynikajacych
z niniejszego upowaznienia i przepisow ustawy.

OSWIADCZENIE ADMINISTRATORA BEZPIECZENSTWA INFORMACII
Oéwiadczam, ze zapoznatem sig z trescig i obowigzkami wynikajacymi z tego upowaznienia oraz, ze jako
Administrator Bezpieczenstwa Informacji, bede nadzorowat przestrzeganie zasad ochrony danych
w podmiocie o nazwie: Urzad Gminy Golub-Dobrzyii, zgodnie z obowigzkami wynikajgcymi z tego

upowaznienia, oraz ustawy o ochronie danych osobowych.

Oéwiadczam, ze spetniam wymogi dotyczace osoby powotanej na stanowisko Administratora
Bezpieczenistwa informacji tj.:

e nie bytem®™ karany"” za umysine przestgpstwo,
e posiadam petng zdolnos¢ do czynnosci prawnych, oraz korzystam z petni praw publicznych,

e posiadam odpowiednig wiedzg z zakresu ochrony danych osobowych.

Administrator Bezpieczeristwa Informacji

ﬁbm Vi A///Ajue/

/ Podpis




WYKAZ BUDYNKOW, POMIESZCZEN LUB CZESCI POMIESZCZEN, TWORZACYCH OBSZAR, W KTORYM PRZETWARZANE SA DANE OSOBOWE

Zatacznik do ,Polityki Bezpieczeristwa” nr 2 zgodnie z § 4 pkt 1 Rozporzadzenia Ministra Spraw Wewnetrznych i Administracji z dnia 29 kwietnia 2004 r.

LP. : DOKtADNY ADRES - DzZiAt UZYTKUJACY NR POKOIJU LUB ~ RODZAJ ZASTOSOWANEGO UWAGI
; (NP. ADRES SIEDZIBY FIRMY GDZIE PRZETWARZANE SA DANE) ~ POMIESZCZENIE POMIESZCZENIA ZABEZPIECZENIA POMIESZCZENIA
A i B o = K
Urzad Gminy Golub-Dobrayri Urzad G'mmy Golub omieszczenia biurowe zamykane
A . Dobrzyn " na klucz,
1. Plac Tysigclecia 25 . , Nie dotyczy
87-400 Golub-Dobravii Plac Tysigclecia 25 szafy zamykane na klucz,
¥ 87-400 Golub-Dobrzyn monitoring na korytarzu
Urzad Gminy Golub-Dobray Urzad Cﬁmmy Golub- Pomieszczenia biurowe zamykane
. . Dobrzyn ; na klucz,
2. Plac Tysigclecia 22A A 2 Nie dotyczy
87-400 Golub-Dobrzvi Plac Tysigclecia 22A szafy zamykane na klucz,
¥ 87-400 Golub-Dobrzyn monitoring na korytarzu
Data i podpis Administrato Danych Osobowych
b .‘.(: e My {(\%' »
1 kwietnia 2016 1. ...cucuvecececneefeeeeedeeoeoee
© POLITYKA BEZPIECZENSTWA - ZAL NR2 - - - ~ stonalzl



zatacznik do ,,Polityki Bezpieczeristwa”

Wykaz zbioréw danych osobowych wraz ze wskazaniem programow zastosowanych do przetwarzania tych danych

nr 3 zgodnie, 2 § 4 pkt 2 Rozporzgdzenia Ministra Spraw Wewnegtrznych i Administracji z dnia 29 kwietnia 2004 r.

' Nazwa zb'io"'r‘u?&aﬁych‘

- =f’fbgrah1y zastbsdwarfé.dé przétwarzania daﬁ;\fcii o

Uwagi . e

{np. dané‘kﬁentdw," pracownikow itd.) . {np ”’?? t_'qm kstggo_wy_, . pgp;erowa- € w:denc_j a apfrg}coyv tikow, adres _gnter)ng_tgwy
d PR O e o Tl gphkac;r itd.) o _ 7 7 _ . :
WERSJA PAPIEROWA ORAZ WERSIA ELEKTRONICZNA 2 WYKORZYSTANIEM
REJESTR KORESPONDENC| PROGRAMU PROTON
2. REJESTR SKARG | WNIOSKOW WERSJA PAPIEROWA
3 REJESTR UMOW Z ZAKRESU REALIZACII ZADAKN GMINY WERSIA PAPIEROWA ORAZ WERSIA ELEKTRONICZNA Z WYKORZYSTANIEM
. I MONITOROWANIE ICH PRZEBIEGU PROGRAMU KOMPUTEROWEGO
- WERSIA PAPIEROWA ORAZ WERSIA ELEKTRONICZNA 7 WYKORZYSTANIEM
4, EWIDENCIA DZIALALNOSC! GOSPODARCZE] | PROGRAMU KOMPUTEROWEGO - CEIDG
5 EWIDENCIA WYDANYCH ZEZWOLEN NA SPRZEDAZ NAPOIOW WERSJA - PAPIEROWA ORAZ WERSIA ELEKTRONICZNA Z WYKORZYSTANIEM
) ALKCHOLOWYCH W POSTAC! TRADYCYINE) PROGRAMU KOMPUTEROWEGO
6. REJESTR LICENC) | ZEZWOLEN NA PRZEWOZ 0SGB WERSJA PAPIEROWA
- WERSIA  PAPIEROWA ORAZ WERSIA ELEKTRONICZNA 7 WYKORZYSTANIEM
7 REJESTR BYLYCH MIESZKANCOW GMINY PROGRAMU KOMPUTEROWEGO- ZRODLO | RADIX
8 EWIDENCIA WYDANYCH I UTRACONYCH DOWODOW |WERSIA PAPIEROWA ORAZ WERSIA ELEKTRONICZNA Z WYKORZYSTANIEM
’ 0SOBISTYCH PROGRAMU KOMPUTEROWEGO- ZRODLO [ RADIX
9, ARCHIWUM KOPERT DOWODOWYCH WERSJA PAPIEROWA
. WERSIA PAPIEROWA ORAZ WERSIA ELEKTRONICZNA Z WYKORZYSTANIEM
10. REIESTR STALYCH MIESZKANCOW GMINY PROGRAMU KOMPUTEROWEGO- ZRODEO | RADIX
REJESTR OBYWATELI POLSKICH ZAMELDOWANYCH NA POBYT
11 CZASOWY  TRWAIACY PONAD 3 MIESIACE  ORAZ|WERSIA PAPIEROWA ORAZ WERSJA ELEKTRONICZNA Z WYKORZYSTANIEM
) CUDZOZIEMCOW ZAMELDOWANYCH NA POBYT CZASOWY [PROGRAMU KOMPUTEROWEGO ZRODLO [ RADIX
TRWAJACY PONAD 3 MIESIACE POSIADAJACYCH KARTY POBYTU
12. REJESTR STAtYCH WYBORGOW WERSJA PAPIEROWA
Strona 1 z
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WERSJA PAPIEROWA ORAZ WERSJIA ELEKTRONICZNA 2Z WYKORZYSTANIEM

BUDYNKOW

13. ] PROGRAMU KOMPUTEROWEGO ZRODEO | RADIX
1a, gEnjlfriTNTa OSWIADCZEN MAJATKOWYCH RADNYCH RADY WERSJA PAPIEROWA
15.  |REJESTR UCHWAL RADY GMINY WERSJA PAPIEROWA
15, WAL WOrsKoN Pt a5 0| essin mrrow
- 17. | AKTA OSOBOWE PRACOWNIKOW WERSJA PAPIEROWA
18.  |UMOWY CYWILNOPRAWNE (ZLECENIA | DZIELO) WERSJA PAPIEROWA
13.  [DANE OSOBOWE STAZYSTOW WERSJA PAPIEROWA
20. | DANE OSOBOWE PRAKTYKANTOW WERSJA PAPIEROWA
21.  |REJESTR WYPADKOW PRZY PRACY WERSJA PAPIEROWA
22.  |REJESTR DOKUMENTACI POWYPADKOWE] WERSJA PAPIEROWA
REJESTR OSWIADCZEN MAJATKOWYCH SKARNIKA GMINY,
ADMINISTRACYINE W IMIENIU WOJTA GMINY
24. | DANE OSOBOWE OSGB WYKONUJACYCH PRACE SPOEECZNE WERSJA PAPIEROWA
25, E:ﬁsyrslg WC:égNKOW GMINNEGO ZESPOLU ZARZADZANIA WERSJA PAPIEROWA
26. RVEVJ’FSTR 0SOB WEACZONYCH W REALIZACIE ZADAN OKRESU WERSIA PAPIEROWA
27. |SEIESTR EWIDENCI NUMERACH PORZADKOWEI WERSJA ELEKTRONICZNA Z WYKORZYSTANIEM PROGRAMU KOMPUTEROWEGO
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S

WERSJA PAPIEROWA ORAZ WERSJA ELEKTRONICZNA Z WYKORZYSTANIEM

28. |KOMPUTEROWA BAZA DANYCH ZASOBY LUDZKIE PROGRAMU KOMPUTEROWEGO SYSTEM KADRY WERSJA 6.07.2005.09.22
WERSIA PAPIEROWA ORAZ WERSIA ELEKTRONICZNA Z WYKORZYSTANIEM
23. | REJESTR PODATKU OD SRODKGOW TRANSPORTOWYCH PROGRAMU KOMPUTEROWEGO SYSTEM WINDYKAC) OPEAT | PODATKOW WIP+
(RADIX)
WERSJA PAPIEROWA ORAZ WERSIA ELEKTRONICZNA 7 WYKORZYSTANIEM
30.  [REJESTR PODATKU ROLNEGO | LESNEGO PROGRAMU KOMPUTEROWEGO SYSTEM NALICZANIA PODATKGW OD GRUNTOW
I NIERUCHOMOSCI POGRUN+ (RADIX)
WERSIA PAPIEROWA ORAZ WERSIA ELEKTRONICZNA Z WYKORZYSTANIEM
31.  |REJESTR KSIEGOWOSC| PODATKOWEI PROGRAMU KOMPUTEROWEGO SYSTEM WINDYKAC OPAT | PODATKOW WIP+
(RADIX)
WERSJIA PAPIEROWA ORAZ WERSIA ELEKTRONICZNA Z WYKORZYSTANIEM
32.  [REJESTR PODATKU OD NIERUCHOMOSC! PROGRAMU KOMPUTEROWEGO SYSTEM NALICZANIA PODATKOW OD GRUNTOW
I NIERUCHOMOSCI POGRUN+ (RADIX)
33.  |REJESTR KONTRAHENTOW GMINY WERSJA PAPIEROWA — SERWIS INTERNETOWY IPKO RIZNES
REJESTR KONT OSOBISTYCH PRACOWNIKOW URZEDU GMINY,
34, RADNYCH | SOTYSGW WERSJA PAPIEROWA — SERWIS INTERNETOWY IPKO BIZNES
WERSIA PAPIEROWA ORAZ WERSIA KOMPUTEROWA 7 WYKORZYSTANIEM
38, | ROZLICZENIA KADROWO-PLACOWE PROGRAMU: SYSTEM PLACE WERSIA 7.55.2007.07.30 :
WERSJA' PAPIEROWA ORAZ WERSIA ELEKTRONICZNA Z WYKORZYSTANIEM
36. | DEKLARACIE UBEZPIECZENIOWE DO ZUS PROGRAMU PEATNIK
WERSIA PAPIEROWA ORAZ WERSJA ELEKTRONICZNA Z WYKORZYSTANIEM
37. | DEKLARACIE PODATKOWE DO US PROGRAMU KOMPUTEROWEGO
38. | ZAMOWIENIA PUBLICZNE WERSJA PAPIEROWA UZP BIULETYN
39.  |REJESTR WNIOSKOW O UZGODNIENIE LOKALIZAC INWESTYCJI | WERSJA PAPIEROWA
go. |REESTR WNIOSKOW O ZEZWOLENIE NA ZAJECIE PASA WERSJA PAPIEROWA

DROGOWEGO

JOLITYKA BEZPIECZENSTWA — ZA¢. NR 3
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REJESTR DECYZJI O PODZIALE NIERUCHOMOSCI

41. WERSJA PAPIEROWA
32, REJESTR DECYZI| O USTALENIE LOKALIZAC)! CELU PUBLICZNEGO | WERSJA PAPIEROWA
43. REIESTR DECYZJ! O WARUNKACH ZABUDOWY TERENU WERSIA PAPIEROWA
44, REJESTR OPINII LOKALIZACYINYCH WERSJA PAPIEROWA - ZASWIADCZENIA
REJESTR WNIOSKOW DOTYCZACYCH PLANU
45. ZAGOSPODAROWANIA PRZESTRZENNEGO WERSJA PAPIEROWA
46, EWIDENCIA GRUNTOW | BUDYNKOW, MIENIA KOMUNALNE WERSJA PAPIEROWA
47, REIESTR WIECZYSTYCH UZYTKOWNIKOW | DZIERZAWCOW WERSJA PAPIEROWA
GRUNTOW
48, REJESTR WNIQOSKOW O DZIERZAWE GRUNTOW ROLNYCH WERSJA PAPIEROWA
49, REJESTR WNIOSKOW O SPRZEDAZ | ZAMIANE GRUNTOW WERSJA PAPIEROWA
REJESTR DECYZJI O SRODOWISKOWYCH UWARUNKOWANIACH
50. ZGODY NA REALIZACIE PRZEDSIEWZIECIA WERSIA PAPIEROWA
REJESTR WNIOSKOW ROLNIKOW w GMINIE
51, POSZKODOWANYCH DEUGOTRWALA SUSZA W {......) ROKU WERSJA PAPIEROWA
REJESTR WNIOSKOW ROLNIKOW P OSIADAIACYCH GRUNTY NA WERSJA PAPIEROWA ORAZ WERSIA ELEKTRONICZNA Z WYKORZYSTANIEM
52.  |TERENIE GMINY O ZWROT PODATKU AKCYZOWEGO zA PROGRAMU KOMPUTEROWEGO
ZAKUPIONY OLEJ NAPEDOWY
REJESTR WNIOSKOW ROLNIKOW W GMINIE
53, POSZKODOWANYCH W  WYNIKU KLESKI  ZYWIOLOWE! | WERSJA PAPIEROWA
(WYMARZANIE) W {....) ROKU
54. REJESTR EWIDENCII WYDANYCH DECYZ!I NA WYCINKE DRZEW | WERSJA PAPIEROWA
55. REJESTR EWIDENCJI AZBESTU WERSJA PAPIEROWA

"OLITYKA BEZPIECZENSTWA ~ ZAt. NR 3
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= | Programy zastosowane do przetwarzania danych :
51 Nazyd zhioru daiyeh : (n rogram ksiego apierowa ewidencja pracownikéw, adres interneto Uwagi
i (np. dane klientdw pracownikéw itd.) et Sarivy P 198 ¥ Al €
- |aplikagji itd.)
WERSJA PAPIEROWA ORAZ WERSJA ELEKTRONICZNA Z WYKORZYSTANIEM
. EWIDENCIA BUDYNKOW PROGRAMU KOMPUTEROWEGO EXCEL
57. REJESTR WNIOSKOW O PRZYDZIAL MIESZKAN KOMUNALNYCH |WERSJA PAPIEROWA
REJESTR ZBIORNIKOW BEZODPLYWOWYCH | PRZYDOMOWYCH
58. OCZYSZCZALNI SCIEKOW WERSJA PAPIEROWA
59. DODATKI MIESZKANIOWE WERSJA PAPIEROWA
WERSJA PAPIEROWA ORAZ WERSJA ELEKTRONICZNA Z WYKORZYSTANIEM
60. |REJESTR DZIALALNOSCI REGULOWANE) PROGRAMU KOMPUTEROWEGO ARISCO
61 DEKLARACJIE O WYSOKOSCI OPtATY ZA GOSPODAROWANIE | WERSJA PAPIEROWA ORAZ WERSJA ELEKTRONICZNA Z WYKORZYSTANIEM
3 ODPADAMI KOMUNALNYMI PROGRAMU KOMPUTEROWEGO GOK+
62. REJESTR KSIEGOWO$CI PODATKOWEJ ZA OPELATY KOMUNALNE ;\;E;ij_}\\”:LEKTRONICZNA Z WYKORZYSTANIEM PROGRAMU KOMPUTEROWEGO
REJESTR OSOB 1 INSTYTUCII Z TERENU GMINY, KTORE ZtOZYtY WERSJA PAPIEROWA ORAZ WERSJA ELEKTRONICZNA Z WYKORZYSTANIEM
63. ANKIETY DOTYCZACE UDZIALU W PROJEKCIE ZAKUPU PROGRAMU KOMPUTEROWEGO
| MONTAZU INSTALACJI KOLEKTROW SEONECZNYCH
Data i podpis Administratora Dahych Os
01 kwietnia2016roku __ /4
POLITYKA BEZPIECZENSTWA — ZAt. NR3 o o - - Strona 5 z




Opis struktury zbioréw danych wskazujacy zawartoéé poszczegdlinych pél informacyjnych i powigzania migdzy nimi oraz sposéb przeptywu danych pomigdzy
poszczegblnymi systemami - zatgcznik do ,, Polityki Bezpieczenistwa” nr 4 zgodnie, z § 4 pkt 3 i 4 Rozporzadzenia Ministra Spraw Wewnetrznych i Administracji z

dnia 29 kwietnia 2004 r.

k 5 L Mama zhioru danych_ :;*/ _ . T Struktura ;__EiOréw 7 -m ' Przeptyw dgnych
b }'ﬁ"p" ~{np. «ddné klientéw, pracownikow itd.) T (np ‘imig i nazwisko, e-muail; tefefon itd:) _~ "T(np. wydruk-danych zinternetu)-
1. REJESTR KORESPONDENCII NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU BRAK PRZEPLYWU DANYCH BRAX
2. REJESTR SKARG | WNIOSKOW NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU BRAK PRZEPEYWU DANYCH BRAK
REJESTR UMOW Z ZAKRESU REALIZACJI ZADAN GMINY
3. | MONITOROWANIE ICH PRZEBIEGU NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU BRAK PRZEPLYWU DANYCH BRAK
WERSJA TRADYCYJNA —
4. |EWIDENCIA DZIALALNOSCI GOSPODARCZE! ;‘E‘ S‘ZE“L" 'iﬁ_’lxﬁ::gs ZAMIESZKANIA LUB POBYTU PAPIEROWA DO WERS| BRAK
’ ELEKTRONICZNE!
EWIDENCIA WYDANYCH ZEZWOLEN NA SPRZEDAZ
5. NAPOIOW ALKOHOLOWYCH W POSTACI TRADYCYINES NAZWISKO, IMIE, NUMER TELEFONU BRAK PRZEPLYWU DANYCH BRAK
6. REJESTR LICENC3I I ZEZWOLEN NA PRZEWOZ 0SOB NAZWISKO, IMIE, DATA URODZENIA, ADRES BRAK PRZEPLYWU DANYCH BRAK
ZAMIESZKANIA
NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA,
MIEISCE URODZENIA, ADRES ZAMIESZKANIA LUB
¢ WERSJA TRADYCYINA —
. POBYTU, , PESEL, SERIA | NUMER DOWODU OSOBISTEGO,
7. REJESTR BYEYCH MIESZKANCOW GMINY NAZWISKA RODOWE RODZICOW, NUMER AKTU PAP:;?T\J:S n?lgz VI:'EJRSJI BRAK
URODZENIA, NUMER AKTU MALZENSTWA, NAZWISKA '
RODOWE, NUMER AKTU ZGONU
NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA, WERSJA TRADYCYJNA —
8. g‘gg’;f?ﬁ&wymww 1 UTRACONYCH DOWODOW MIEJSCE URODZENIA, ADRES ZAMIESZKANIA LUB PAPIEROWA DO WERSJI BRAK
POBYTU, , PESEL, PEtNE DANE Z DOWODU OSOBISTEGO ELEKTRONICZNE)
NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA,
WERSJA TRADYCYINA -
MIEJSCE URODZENIA, ADRES ZAMIESZKANIA LUB
9, ARCHIWUM KOPERT DOWODOWYCH POBYTU, , PESEL, PELNE DANE Z DOWODU OSOBISTEGO, PAPEIE;?I_V':Q I\[I)lgz U::JRSJI BRAK
MIEISCE PRACY, WYKSZTALCENIE, ZAWOD
POLITYKA BEZPIECZENSTWA — ZAL. NR 4 Stronalz?7
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S '(np imie inazwisko; e-mail, telefon itd. ) :(np wydruk danychazflnternetu) et
NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA,
MIEISCE URODZENIA, ADRES ZAMIESzZKANIA LUB
POBYTU, , PESEL, SERIA | NUMER DOWODU QSOBISTEGO
L ‘ ’ WERSJA TRADYCYJNA —
, NAZWISKA RODOWE RODZICOW, OBYWATELSTWO, NR
10. |REJESTR STAEYCH MIESZKANCOW GMINY AKTU URODZENIA, STAN CYWILNY, DATA ZAWARCIA PAPéE?l?TVF\:g :lgz \:EIRSJI BRAK
MAEZENSTWA, NAZWISKO | IMIE WSPOEMALZONKA,
SERIA | NR KSIAZECZKI WOJSKOWEJ, STOPIEN WOQISKOWY,
DANE O PRZEMELDOWANIU LUB ZGONIE
REJESTR OBYWATEL! POLSKICH ZAMELDOWANYCH NA
POBYT CZASOWY TRWAJACY PONAD 3 MIESIACE ORAZ thI?:J\;UCISI’EKS I" :D“gfém\'ox&gggﬂ\ﬁgf :;f‘AL:_z%DZEN'A' WERSJA TRADYCYINA —
11. |cuDzZOZIEMCOW ZAMELDOWNYCH NA POBYT CZASOWY ’ PAPIEROWA DO WERSJI BRAK
POBYTU, , PESEL, SERIA [ NUMER DOWODU OSOBISTEGO,
TRWAJACY PONAD 3 MIESIACE POSIADAJACYCH KARTY NR | SERIA PASZPORTU. NAZWISKA RODOWE RODZICOW ELEKTRONICZNE]
POBYTU ORAZ NIE POSIADAJACYCH KARTY POBYTU '
WERSJA TRADYCYJNA —
12. |REJESTR STALYCH WYBORCOW E?szgf ISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU, PAPIEROWA DO WERS!I BRAK
ELEKTRONICZNE!
NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA,
MIEJSCE URODZENIA, ADRES ZAMIESZKANIA LUB
13. |REJESTR ZAMIESZKANIA CUDZOZIEMCOW POBYTU, , PESEL, NIP, SERIA | NUMER DOWODU BRAK PRZEPLYWU DANYCH BRAK
QSOBISTEGO, MIEJSCE PRACY, ZAWOD, WYKSZTALCENIE
NAZWISKO, IMIE, DATA URODZENIA, ADRES
14. EEESLRBO;'L":‘;E%:JN MAJATKOWYCH RADNYCH RADY ZAMIESZKANIA LUB POBYTU, MIEISCE PRACY, DANE BRAK PRZEPEYWU DANYCH BRAK
DOTYCZACE MAJATKU OSOBISTEGO
15. |REJESTR UCHWAL RADY GMINNE) NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU BRAK PRZEPLYWU DANYCH BRAK
REJESTR OSOB PODLEGAJACYCH REJESTRACI 0SOB DO NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA,
16. |KWALIFIKACI WOISKOWE] POSZCZEGOLNYCH MIEJSCE URODZENIA, ADRES ZAMIESZKANIA LUB BRAK PRZEPLYWU DANYCH BRAK
ROCZNIKOW POBYTU, SERIA [ NUMER DOWODU OSOBISTEGO
IMIE | NAZWISKO, DATA URODZENIA SERIA | NR DOWODU
17. |AKTA OSOBOWE PRACOWNIKOW OSOBISTEGO, PESEL, WYKSZTALCENIE, ZASWIADCZENIA, BRAK PRZEPLYWU DANYCH BRAK
OSWIADCZENIA, UPOWAZNIENIA,
18. | UMOWY CYWILNOPRAWNE (ZLECENIA | DZIELO) IMIE, NAZWISKO, ADRES, PESEL, NIP, NR KONTA BRAK PRZEPLYWU DANYCH
POLITYKA BEZPIECZENSTWA —ZAt. NR 4 Strona2z7
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19. |DANE "iSOBOWE STAZYSTOW gg;lgﬁx’sﬁgE?fx\,l:{gzo;ﬁ:n : ERIATNRDOWODU | ¢ 55y pRZEPLYWU DANYCH BRAK
20. |DANE OSOBOWE PRAKTYKANTOW gg;gfgg&?&gf@&ggﬁm:ER'A INRDOWODU | - poak PRZEPEYWU DANYCH BRAK
21. |REJESTR WYPADKOW PRZY PRACY Is%ﬁﬂﬁ?ﬁéﬁéﬁcﬁ: SQ:ET“:'GE;ZKAN'A LUBPOBYTU, | pRak PRZEPEYWU DANYCH BRAK
22. |REJESTR DOKUMENTACII POWYPADKOWE! IMIE, NAZWISKO, ADRES ZAMMIESZKANIA LUB POBYTU, BRAK PRZEPEYWU DANYCH BRAK

SERIA | NR DOWODU QSOBISTEGO

REJESTR OSWIADCZEN MAJATKOWYCH SKARBNIKA GMINY,

SEKRETARZA GMINY, KIEROWNIKOW JEDNOSTEK NAZWISKO, IMIE, DATA URODZENIA, ADRES

23 [ ey IYCH | 0508 WYDAIACYCH DECYZIE E%?\lfiﬁ(c?nl: Aﬁzfl(zogg:isn#zjgcz PRACY, DANE BRAK PRZEPEYWU DANYCH BRAK
ADMINISTRACYINE W IMIENIU WOITA GMINY
24. | DANE OSOBOIWE OSOB WYKONYIACYC PRACE SPOLECZNE | NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU BRAK PRZEPEYWU DANYCH BRAK
a5, |REJESTR CZLONKOW GMINNEGO ZESPORU ZARZADZANIA |\ v15k6), IMIE, MIEJSCE PRACY, TELEFON BRAK PRZEPEYWU DANYCH BRAK
KRYZYSOWEGO
] NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA,
26. g?:g;’j ?@?B WHACZONYCH W REALIZACIE ZADAN MIEISCE URODZENIA, ADRES ZAMIESZKANIA LUB BRAK PRZEPLYWU DANYCH BRAK
POBYTU, PESEL, MIEJSCE PRACY, NUMER TELEFONU
27, |REJESTR EWIDENCIH NUMERACIH PORZADKOWE] NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU BRAK PRZEPLYWU DANYCH BRAK

BUDYNKGOW

NAZWISKO, IMIE, DATA URODZENIA, MIEJSCE
28. |KOMPUTEROWA BAZA DANYCH ZASOBY LUDZKIE URODZENIA, ADRES ZAMIESZKANIA LUB POBYTU, PESEL BRAK PRZEPLYWU DANYCH BRAK
WYKSZTALCENIE, MIEJSCE PRACY, ZAWOD, TELEFON

WERSIA TRADYCYINA —
PAPIEROWA DO WERSII BRAK
ELEKTRONICZNE]

NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU,

29. | REJESTR PODATKU OD $SRODKOW TRANSPORTOWYCH PESEL, NIP, NR REJ POJAZDU

NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA ,
ADRES ZAMIESZKANIA LUB POBYTU, PESEL, NIP, ADRES
NIERUCHOMOSCI | DANE ADMINISTRATORA
NIERUCHOMOSCI

WERSJA TRADYCYINA —
PAPIEROWA DO WERSIJI BRAK
ELEKTRONICZNE)

30. |REJESTR PODATKU ROLNEGO | LESNEGO

POLITYKA BEZPIECZENSTWA ~ZAt. NR 4 Strona3z?
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NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA,
WERSJA TRADYCYINA —
- ADRES ZAMIESZKANIA LUB POBYTU, PESEL, NIP,ADRES
31. |REJESTR KSIEGOWOSCI PODATKOWE) NIERUCHOMOSCI, DANE ADMINISTRATORA PApéfESTv:g\ p[:lgz \:EJRSJI BRAK
NIERUCHOMOSCI
NAZWISKO, IMIE, IMIOPNA RODZICOW, DATA ,
WERSJA TRADYCYINA —
URODZENIA, ADRES ZAMIESZKANIA LUB POBYTU, PESEL
. E ' - ’ ’ 1l BRAK
32. | REJESTR PODATKU OD NIERUCHOMOSCI NIP, ADRES NIERUCHOMOSCI, DANE ADMINISTRATORA PAPQEEET\:SIB&V;?S
NIERUCHOMOSC!
33. |REJESTR KONTRAHENTOW GMINY Egﬁ?ARE’ESTROWE FIRMY, OZNACZENIE FIRMY, NR BRAK PRZEPLYWU DANYCH BRAK
REJESTR KONT OSOBISTYCH PRACOWNIKOW URZEDU IMIE, NAZWISKO, ADRES ZAMIESZKANIA LUB POBYTU, NR
. K
34- | MIASTA | GMINY, RADNYCH | SOETYSOW KONTA BRAK PRZEPLYWU DANYCH BRA
IMIE | NAZWISKO, ADRES, PESEL, DATA URODZENIA,
NAZWISKO RODOWE, OBYWATELSTWO, IMIE | NAZWISKO
35, |ROZLICZENIA KADROWO-PLACOWE DZIEC), PESEL, DATA URODZENIA, ADRES ZAMIESZKANIA, BRAK PRZEPEYWU DANYCH BRAK
KWOTY SKEADEK
IMIE | NAZWISKO, ADRES, PESEL, DATA URODZENIA,
NAZWISKO RODOWE, OBYWATELSTWO, IMIE | NAZWISKO
36. |DEKLARACIE UBEZPIECZENIOWE DO ZUS DZIECI, PESEL, DATA URODZENIA, ADRES ZAMIESZKANIA, BRAK PRZEPLYWU DANYCH BRAK
KWOTY SKEADEK
[MIE | NAZWISKO, ADRES, PESEL, DATA URODZENIA,
OBYWATELSTWO, KWOTY PODATKU, KWOTY SKEADEK NA
37. ES‘EL:‘TT(AOC&?ODATKOWE DO US1INFORMACIE UBEZPIECZENIE SPOLECZNE OD PRACOWNIKA | BRAK PRZEPLYWU DANYCH BRAK
ZDROWOTNE (7,75%) KWOTY PRZYCHODOW, KOSZTOW
UZYSKANIA PRZYCHODOW
WERSJA TRADYCYINA —
38. |ZAMOWIENIA PUBLICZNE m,zms;c;h'TME'fé:::Ss ZAMIESZKANIA LUB POBYTU, PAPIEROWA DO WERSII BRAK
’ ELEKTRONICZNE)
REJESTR WNIOSKOW O UZGODNIENIE LOKALIZACII NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU,NR
39, | NweSTYCI TELEFONU BRAK PRZEPLYWU DANYCH BRAK
POLITYKA BEZPIECZEKISTWA — ZAt. NR 4 Stronad4z7




o iz Nazwa zbioru danye : ; Strukturazblorow o ) ik ' _ Przep’ryw d ny . —_
P- ] 7 {np daneklientdw, pracownikow.itd.) (hp. Imie inazw:sko, mail, teléfon itd: ) (np wydruk: danyc ! terﬁe’tu’)ﬁ
REJESTR WNIOSKOW. 0 ZEZWOLENIE NA ZAJECIE PASA NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU,NR Gy
40. DROGOWEGO I'ELEFONU BRAK PRZEPLYW "t DANYCH BRAK
' NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU, '
41. |REJESTR DECYZJI O PODZIALE NIERUCHOMOSCI NUMER TELEFONU BRAK PRZEPLYWU DANYCH BRAK
REJESTR DECYZJI O USTALENIE LOKALIZACJI CELU NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTY,
42, PUBLICZNEGO NUMER TELEFOMU BRAK PRZEPLYWU DANYCH BRAK
REJESTR DECYZII O WARUNKACH ZABUDOWY NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU,
43. ZAGOSPODAROWANIA TERENU NUMER TELEFOMU BRAK PRZEPLYWU DANYCH BRAK
NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU,
44, |REJESTR OPINII LOKALIZACYINYCH NUMER TELEFOMU BRAK PRZEPLYWU DANYCH BRAK
REJESTR WNIOSKOW DOTYCZACYCH PLANOW NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU,
45. ZAGOSPODAROWANIA PRZESTRZENNEGO NUMER TELEFOMU BRAK PRZEPEYWU DANYCH BRAK
a6 EWIDENCJA GRUNTOW | BUDYNKOW, MIENIA NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA, BRAK
' |KOMUNALNE ADRES ZAMIESZKANIA LUB POBYTU, PESEL, NIP
. . NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA, WERSJA TRADYCYINA —
47. ZELEJ;T.%WIEQYSWCH UZYTKOWNIKOW | DZIERZAWCOW MIEJSCE URODZENIA, ADRES ZAMIESZKANIA LUB PAPIEROWA DO WERSII BRAK
POBYTU, PESEL, NIP, ADRES NIERUCHOMOSCI ELEKTRONICZNE!
48, REJESTR WNIOSKOW ODZIERZAWE GRUNTOW ROLNYCH NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU, NIP BRAK PRZEPLYWU DANYCH BRAK
NUMER TELEFONU
NAZWISKO, IMIE, DATA URODZENIA, MIEJSCE
49. REJESTR WNIOSKOW O SPRZEDAZ | ZAMIENE GRUNTOW URODZENIA, ADRES ZAMIESZKANIA LUB POBYTU, BRAK PRZEPLYWU DANYCH BRAK
PESEL,NIP,SERIA | NUMER DOWODU, NR TELEFONU
REJESTR DECYZJI O SRODOWISKOWYCH NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU, WERSJA TRADYCYINA —
50, |WARUNKOWANIACH ZGODY NA REALIZACIE P[ESEL, SERIA ] NUMER DOWODU OSOBISTEGO, NUMER PAPIEROWA DO WERSIJI BRAK
PRZEDSIEWZIECIA TELEFONU, DANE DOTYCZACE NIERUCHOMOSCI ELEKTRONICZNE)
REJESTR WNIOSKOW ROLNIKOW W GMINIE NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU,
51, POSZKODOWANYCH DEUGOTRWALA SUSZA W (.....) ROKU [ SERIA | NUMER DOWODU OSOBISTEGO, TELEFON BRAK PRZEPLYWU DANYCH BRAK
REJESTR WNIOSKOW ROLNIKOW POSIADAJACYCH GRUNTY | NAZWISKO, 1MIE, ADRES ZAMIESZKANIA LUB WERSJA TRADYCYINA —
52, NA TERENIE GMINY O ZWROT PODATKU AKCYZOWEGQO ZA | POBYTU,PESEL, NIF, PAPIEROWA DO WERSII BRAK
ZAKUPIONY OLEJ NAPEDOWY SERIA | NUMER DOWODU OSCBISTEGO, ELEKTRONICZNEJ
POLITYKA BEZPIECZENSTWA — ZAt. NR 4 Strona5z7




S azgmg_.;bipr_w'gia_ﬁié . FUPE : erenivw_d,aaich' | uwasen
{np. dane kilentéw;, pracownikow itd.) (np. wydrukdanych'zintefnétu) | --g-;f B
REJESTR WNIOSKOW ROLNIKOW W GMINIE - - :
53. |POSZKOUOWANYCH W WYNIKU KLESKI ZYWIOLUWES SQT:SSS{\AE’:% Q&fgd g“sﬂgsliﬁgg .';gf;;gﬁwu' BRAK PRZEPEYWU DANYCH BRAK
{WYMARZANIE) W (....)ROKU '
NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA,
MIEJSCE URODZENIA, ADRES ZAMIESZKANIA LUB
54. |REJIESTR EWIDENCII WYDANYCH NA WYCINKE DRZEW POBYTU, PESEL, NI, SERIA | NUMER DOWQDU BRAK PRZEPLYWU DANYCH BRAK
OSOBISTEGO
55, |REJESTR EWIDENCII AZBESTU NAZWISKQ, IMIE, NUMER TELEFONU BRAK PRZEPLYWU DANYCH BRAK
NAZWISKO, IMIE, IMIONA RODZICOW, DATA URODZENIA,
56. |EWIDENCJA BUDYNKOW ADRES ZAMIESZKANIA LUB POBYTU, PESEL, NIP BRAX PRZEPLYWU DANYCH BRAK
NAZWISKO, IMIE, DATA URODZENIA, MIEJSCE
REJESTR WNIOSKOW O PRZYDZIAL MIESZKAN URODZENIA, ADRES ZAMIESZKANIA LUB POBYTU,
57- | KOMUNALNYCH MIEJSCE PRACY, ZAWOD, SERIA | NUMER DOWODU BRAK PRZEPEYWU DANYCH BRAK
OSOBISTEGO, NR TELEFONU
REJESTR ZNIORNIKOW BEZODPEYWOWYCH |
58. | DRZDOMOWYCH OCZYSZCZALNI £CIEKOW NAZWISKO, IMIE, NUMER TELEFONU BRAK PRZEPLYWU DANYCH BRAK
NAZWISKO, IMIE, DATA URODZENIA, MIEJSCE
URODZENIA, ADRES ZAMIESZKANIA LUB POBYTUI,
59, |DODATKI MIESZKANIOWE MIEJSCE PRACY, ZAWGD, SERIA | NR DOWODU BRAK PRZEPLYWU DANYCH BRAK
OSOBISTEGO
NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU, ‘
60. |REJESTR DZIAtALNOSCI REGULOWANE] SERIA | NUMER DOWODU OSOBISTEGO, TELEFON BRAK PRZEPLYWU DANYCH BRAK
DEKLARACIE O WYSOKOSC! OPLATYZA GOSPODAROWANIE | NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU,
. B
61 | HDPADAMI KOMUNANYMI SERIA | NUMER DOWODU OSOBISTEGO, TELEFON BRAK PRZEPLYWU DANYCH RAK
REJESTR KSIEGOWOSCI PODATKOWE] ZA OPLATY NAZWISKO, IMIE, ADRES ZAMIESZKAN!IA LUB POBYTU,
62. | KOMUNALNE SERIA | NUMER DOWODU OSOBISTEGO, TELEFON BRAK PRZEPLYWU DANYCH BRAK
EEEZS;E %i?;r%s 0' TY' ! %%Z'ECTEESIEJ'\;;EE"\:\%RE(QEE!E NAZWISKO, IMIE, ADRES ZAMIESZKANIA LUB POBYTU, WERSJA TRADYCYINA —
63. . PESEL, SERIA | NUMER DOWODU QSOBISTEGO, NUMER PAPIEROWA DO WERSJI BRAK
ZAKUPU | MONTAZU INSTALACII KOLEKTOROW TELEFONU ELEKTRONICZNE)
SLONECZNYCH
POLITYKA BEZPIECZENSTWA —ZAt. NR 4 Strona 627
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UPOWAZNIENIE DO PRZETWARZANIA DANYCH OSOBOWYCH

Zatacznik nr 5 do ,,Polityki Bezpieczenstwa”
zgodnie z Art. 37 Ustawy o ochronie danych osobowych z dnia 29 sierpnia 1997 r.

[IMIE | NAZWISKO] jako Administrator Danych Osobowych
dnia [DATA] nadaje upowaznienie do przetwarzania danych osobowych
w podmiocie o nazwie: [NAZWA PODMIOTU] dla:

IMIE | NAZWISKO: sy
NR PESEL: i e e |
WYDZIAL / REFERAT AR ISR
STANOWISKO StUZBOWE: RS SRR |

Upowazninny otrzymuje dostep do ponizszych zasobéw danych osobowych w celu ich przetwarzania:

ZBIORY DANYCH OSOBOWYCH WYNIKAJACE Z:
¢ POSIADANYCH UPRAWNIEN SPECJALISTYCZNYCH
e ZAKRESU OBOWIAZKOW WYNIKAJACYCH Z NAWIAZANEGO STOSUNKU PRACY

Upowatznienie nadaje sig do ustania stosunku pracy. Wszelakie poprzednie upowainienia do przetwarzania danych osobowych z dniem
wprowadzenia niniejszego wygasaja. Jednoczednie bieigce upowainienie zostaje zawieszone w przypadku nieobecnoéci / urlopu
przekraczajacego 30 dni kalendarzowych. Po uptywie w/w okresu nieobecnosci / urlopu upowainiony(a) wykonujac obowigzki wynikajace z
upowatznienia otrzymuje ponowne upowainienie niniejszym dokumentem.

Ja nizej podpisany/a zobowiazuje sie do przestrzegania zasad panujacych w w/w podmiocie w zakresie ochrony danych osobowych, a w szczegélnoéci
»Polityki Bezpieczenstwa” i ,Instrukcji Zarzadzania Systemem Informatycznym” oraz respektowania zapisow Ustawy o ochronie danych
osobowych z dnia 29 sierpnia 1997 r. Zobowigzuje sie do zapewnienia ochrony danych, zachowania tajemnicy dotyczacej danych osobowych
przetwarzanych w w/w podmiocie oraz sposobdw zabezpieczen, a takze zgtaszania faktu naruszenia/zagrozenia zabezpieczer danych osobowych.

Przyjatem do wiadomosci, iz jestem zobligowany do zmiany hasta dostepu do stanowiska pracy (komputera) w terminie co 30 dni kalendarzowych.
Hasto musi uy¢ niepowtarzalne wzgledem wczedniejszego, oraz sktadac sie z 8 znakdw (wtym mate, duze litery oraz znak specjalny np.:
.REF#gospodarka” ; ,Kardex2015" itd...).

Oswiadczam, iz zapoznatem(am) sie i akceptuje zasady dotyczace korzystania z sieci informatycznej na terenie w/w podmiotu, a mianowicie:

1.  Majgc na uwadze wysokq sprawnos¢ oraz elastycznos¢ ksztattowania proceséw w pracy, pracodawca zastrzega sobie prawo do
archiwizacji, monitorowania oraz przekierowywania stuzbowej poczty elektronicznej.

2. Pracodawca informuje, ze wszystkie polaczenia internetowe wykonane w sieci w/w podmiotu s rejestrowane, zgodnie z wymogami
ustawy Prawa Telekomunikacyjnego.

3. Pracodawca zastrzega sobie rowniez prawo monitorowania w/w polaczen oraz zgdania wyjasniern w zakresie realizowanej przez
pracownika aktywnosci w sieci oraz do dowolnego ksztattowania zakresu dostgpu do sieci internetowej.

Oswiadczam, ze zostatem(am) zapoznany(a) z przepisami Ustawy o ochronie danych osobowych (Dz. U. z 2014 r. poz. 1182, 1162, z 2015 r. poz. 1309)
oraz Rozporzadzenia Ministra Spraw Wewnetrznych i Administracji z dnia 29 kwietnia 2004 r. w sprawie dokumentacji przetwarzania danych
osobowych oraz warunkow technicznych i organizacyjnych, jakim powinny odpowiadac urzadzenia i systemy informatyczne stuzace do przetwarzania
danych osobowych (Dz. U. Nr 100, poz. 1024 ze zm.).

Oswiadczam, Ze zostalem(am) poinformowany o grozjcej, stosownie do przepiséw Rozdzialu 8 Ustawy o ochronie danych osobowych,
odpowiedzialnosci karnej. Niezaleinie od odpowiedzialnodci przewidzianej w wymienionych przepisach, mam éwiadomoé¢, ze naruszenie zasad
ochrony danych osob bowigzujacych w podmiocie moze zosta¢ uznane za cigikie naruszenie podstawowych obowiazkéw pracowniczych

[czytelny podpis 7ﬂmintstratora Danych Osobowych] [czytelny podpis upowaznionego]

/




3. . N A
EWIDENCJA OSOB PRZETWARZAJACYCH DANE W PODMIOCIE POSIADAJACYCH UPOWAZNIENIE

Zalgcznik nr6 do »Polityki Bezpieczeristwa” zgodnie z Art. 39. 1. Ustawy o ochronie danych osobowych z dnia 29 sierpnia 1997 r.

XTA, NADANIA - | “DATA" USTANI/ BIORGW.DANYCH WYNIKAJACYCH: O i AE
OIVAZNIENIA |- UPOWAENIFN! FURQWAINIENIA .. - . - INFORMATYCZNYM)
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
1 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
* STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKGW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
2 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
* STOSUNXU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
3 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECJALISTYCZNYCH
) STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
a DO USTANIA Z POSIADANYCH UPRAWNIEN SPECJALISTYCZNYCH
* STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
5 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECJALISTYCZNYCH
- STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
6 DO USTANIA 2 POSIADANYCH UPRAWNIEN SPECJALISTYCZNYCH
: STOSUNKU PRACY ORAZ ZAKRESY OBOWIAZKOW WYNIKAIACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
7 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
- STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKATACYCH
Z NAWIAZANEGO STOSUNKU PRACY

POLITYKA BEZPIECZENSTWA ~ ZAt. NR 6




. STANOWISKO -

DATA NADANIA

DATA USTANIA

| WYKAZ ZBIORGW DANYCH WYNIKAJACYCH |

IDENTYFIKATOR

Z NAWIAZANEGO STOSUNKU PRACY

Y . AT ' -INIE | NAZWISKO - e IF R ARAEE s [ il g . {IEZELI DANE SA PRZETWARZANE:
R SUHBOWE . | UPOWAINENA | UPOWAIENIA |- | ZUPOWNNENA - | \Smucon
ZBIORY DANY..'S OSOBOWYCH WYNIKAJACE ’
3 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
: STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKGW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKLU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAIACE
g DO USTANIA Z POSIADANYCH UPRAWNIEN SPECJALISTYCZNYCH
: STOSUNKU PRACY ORAZ ZAKRESU QBQWIAZKGW WYNIKAJACYCH
2 NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
10 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECJALISTYCZNYCH
. STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKGW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAIACE
1 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
. STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAIACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
12 DO USTANIA Z POSIADANYCH UPRAWNIERN SPECIALISTYCZNYCH
. STOSUNKU PRACY ORAZ ZAKRESY QBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
13 DO USTANIA 2 POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
: STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKGW WYNIKAIACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
14 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
: STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
15 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
. STOSUNKU PRACY ORAZ ZAXRESU OBOWIAZKGW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
: ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
16 DO USTANIA Z POSIADANYCH UPRAWNIER SPECIALISTYCZNYCH
. STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKGW WYNIKAJACYCH
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© . IDENTYFIKATOR
. NESA PRZETH
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
DO USTANIA Z POSIADANYCH UPRAWNIEN SPECJALISTYCZNYCH
17. STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
18 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECJALISTYCZNYCH
' STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKL PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
19 DO USTANIA Z POSIADANYCH UPRAWNIEN SPEGIALISTYCZNYCH
: STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
20 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
* STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIDRY DANYCH OSOBOWYCH WYNIKAJACE
21 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
- STOSUNKLU PRACY DRAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIQORY DANYCH OSOBOWYCH WYNIKAJACE
DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
22. STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAIACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAIACE
23 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
. STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW. WYNIKAJACYCH
2 NAWIAZANEGO STOSLINKU PRACY
ZBICRY DANYCH OSOBOWYCH WYNIKAJACE
2 DO USTANIA Z POSIADANYCH UPRAWNIER SPECJIALISTYCZNYCH
4. STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
25 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
‘ STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
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ZBIORY DANYCH OSOBOWYCH YNIKAJACE
26 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
. STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAIACE
27 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECJIALISTYCZNYCH
. STOSUNKU PRACY ORAZ ZAKRESU CBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
2BIORY DANYCH OSOBOWYCH WYNIKAIACE
28 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
. STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
29 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
‘ STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
30 DO USTANIA 2 POSIADANYCH UPRAWNIEN SPECJALISTYCZNYCH
. STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAIACE
31 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
' STOSUNKLU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
32 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
. STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
a3 DO USTANIA Z POSIADANYCH UPRAWNIEN SPECJALISTYCZNYCH
- STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKGW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY
ZBIORY DANYCH OSOBOWYCH WYNIKAJACE
3g DO USTANIA Z POSIADANYCH UPRAWNIEN SPECIALISTYCZNYCH
- STOSUNKU PRACY ORAZ ZAKRESU OBOWIAZKOW WYNIKAJACYCH
Z NAWIAZANEGO STOSUNKU PRACY

POLITYKA BEZPIECZENSTWA ~ ZAt. NR 6
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01 kwietnia 2016 roku
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(data i czytelny podpis Administratora Danych Osobowych)

POLITYKA BEZPIECZENSTWA — ZAt. NR 6
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ZESTAWIENIE DANYCH OSOBOWYCH Z INFORMACIA KIEDY | PRZEZ KOGO ZOSTALY DO ZBIORU WPROWADZONE ORAZ KOMU SA PRZEKAZYWANE

Zatgcznik nr 7 do ,,Polityki Bezpieczenstwa” zgodnie z art. 38 Ustawy o ochronie danych osobowych z dnia 29 sierpnia 1997 r.
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(czytelny podpis Administratora Danych Osobowych)
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OKRESLENIE SRODKOW TECHNICZNYCH | ORGANIZACYINYCH NIEZBEDNYCH DLA ZAPEWNIENIA
POUFNOSCI, INTEGRALNOSCI | ROZLICZALNOSCI PRZETWARZANYCH DANYCH

Zatacznik do ,Polityki Bezpieczeristwa” nr 8 zgodnie z § 4 pkt 5 Rozporzadzenia Ministra Spraw Wewnetrz-
nych i Administracji z dnia 29 kwietnia 2004 .

1. Administrator Danych zapewnia zastosowanie srodkéw technicznych i organizacyjnych niezhednych
dla zapewnienia poufnosci, integralnosci, rozliczalnosci i ciggtosci przetwarzanych danych.

2. ABl wraz z wyznaczonymi Uzytkownikami przeprowadzajg okresowa analize ryzyka dla systemu i na
tej podstawie przedstawiajg Administratorowi Danych propozycje dotyczgce zastosowania Srodkéw
technicznych i organizacyjnych (Srodkéw ochrony), celem zapewnienia wlasciwej ochrony
przetwarzanych danych.

3. Okreslenia poziomu hezpieczeristwa systemu informatycznego dokonuje ABL.

4. Zastosowane $rodki ochrony (techniczne i organizacyjne) powinny by¢é adekwatne do
siwierdzonego poziomu ryzyka dla poszczegéinych systemoéw, rodzajéw zbioréw i kategorii danych.

5. Srodki ochrony, zastosowane przez ABI dla zapewnienia. poufnosci, integralnosci, rozliczalnosci
i ciggtosci przetwarzanych danych, obejmuja:
e $rodki ochrony fizycznej (monitoring);
e srodki techniczne (np. firewall, antywirus, podtrzymanie zasilania UPS);
e <drodki organizacyjne (np. powotanie ABI, utworzenie Instrukcji zarzgdzania systemem
informatyczinym);

6. Zastosowane Srodki:

SRODKI OCHRONY FIZYCZNEJ DANYCH:
a) Zbior danych osobowych przechowywany jest w pomieszczeniu zabezpieczonym drzwiami zwy-
kiymi {niewzmacnianymi, nieprzeciwpozarowymi).

b} Zbiér danych osobowych przechowywany jest w pomieszczeniu, w ktérym okna zabezpieczone
sg za pomoca rolet.

c) Dostep do pomieszczen, w ktdrych przetwarzany jest zbidr danych osobowych, kontrolowany
jest przez system monitoringu z zastosowaniem kamer przemystowych.

d) Zbidr danych osobowych w formie papierowej przechowywany jést w zamknietej niemetalowej
szafie.

e) Zbiér danych osobowych w formie papierowej przechowywany jest w zamknigtym sejfie, lub
kasie pancernej. ’

f) Kopie zapasowe/archiwalne zbioru danych osobowych przechowywane sg w zamknigtej nie-
metalowe] szafie.

g) Pomieszczenie, w ktérym przetwarzane s3 zbiory danych osobowych, zabezpieczone jest przed
skutkami pozaru za pomocg wolnostojgcej gasnicy.

h) Dokumenty zawierajgce dane osobowe po ustaniu przydatnosci sy przekazywane do archiwum
zakiadowego a po ustaniu przydatnosci wybrakowane za zgoda archiwum panstwowego.




7. "$RODKI OCHRONY TECHNICZNE) DANYCH:

a) Zbidr danych osobowych przetwarzany jest przy uzyciu komputera.Dostep do systemu operacyj-
riego- komputera, w ktérym przetwarzane s dane osobowe zabezpieczony jest za pomocq pro-
cesu uwierzytelnienia z wykorzystaniem identyfikatora uzytkownika oraz hasta.

b) Zastosowano systemowe mechanizmy wymuszajgce okresowg zmiang haset.
c) Zastosowano system rejestracji dostepu do systemu/zbioru danych osobowych.
d) Dostep do $rodkéw teletransmisji zabezpieczono za- pomocg mechanizméw uwierzytelnienia.

e) Zastosowano $rodki ochrony przed szkodliwym oprogramowaniem takim, jak np. robaki, wirusy,
konie trojanskie, rootkity.

f)‘ Uiyto system Firewall do ochrony dostepu do sieci komputerowej.

g} Zastosowano $rodki umozliwiajace okreslenie praw dostepu do wskazanego zakresu danych
w ramach przetwarzanego zbioru danych osobowych.

h} Dostep do zbioru danych osobowych wymaga uwierzytelnienia z wykorzystaniem identyfikatora
uzytkownika oraz hasta.

i}y Zastosowano systemowe srodki pozwalajgce na okreslenie odpowiednich praw dostgpu do za-
sobdw informatycznych, w tym zbioréw danych osobowych dla poszczegdlnych uzytkownikow
systemu informatycznego.

j} Zastosowano mechanizm wymuszajgcy okresowg zmiane haset dostepu do zbioru danych oso-
bowych.

k) Zainstalowano wygaszacze ekranow na stanowiskach, na ktérych przetwarzane sy dane osobo-
we. :

1) Zastosowano mechanizm automatycznej blokady dostepu do systemu informatycznego stuzace-
go do przetwarzania danych osobowych w przypadku diuiszej nieaktywnosci pracy uzytkowni-
ka.

8. SRODK! ORGANIZACYINE:

o) Osoby zatrudnione przy przetwarzaniu danych zostaly zaznajomione z przepisami dotyczacymi
ochrony danych oscbowych.

B) Przeszkolono osoby zatrudnione przy przetwarzaniu danych osobowych w zakresie zabezpie-
czen systemu informatycznego.

. %) Osoby zatrudnione przy przetwarzaniu danych osobowych obowigzane zostaty do zachowania
ich w tajemnicy.

8) Monitory komputeréw, na ktérych przetwarzane sy dane osobowe ustawione sa w sposob
uniemozliwiajacy wglad osobom postronnym w przetwarzane dane.

g) Kopie zapasowe zbioru danych osobowych przechowywane s w innym pomieszczeniu niz to,
w ktérym znajduje sie serwer, na ktérym dane osobowe przetwarzane sg na bieiaco.

Za niedopetnienie obowigzkéw wynikajacych z niniejszego dokumentu pracownik ponosi odpowiedzialnosc
na podstawie Kodeksu pracy oraz Ustawy o ochronie danych osobowych.
W odniesieniu do innych oséb upowaznionych do przetwarzania danych osobowych, w sytuacji naruszen




obowigzkow wynikajgcych z niniejszego dokumentu ponies¢ mogg odpowiedzialnos¢ odszkodowawczg.
Wszystkie osoby upowaznione do przetwarzania danych osobowych moge ponies¢ odpowiedzialnos¢ karng
w sytuac)i naruszenia zasad okreslonych w niniejszym dokumencie.

ADMINISTRATOR DANYCH OSOBQWYCH

01 kwietnia 2016 roku

.....................................................................................

(data i czytelny podpis Administratora Danych Osobowych)




INSTRUKCJA ZARZADZANIA SYSTEMEM
INFORMATYCZNYM

Administrator Danych — Marek Rylowicz
w podmiocie o nazwie: Urzad Gminy' Golub Dobrzyn

Zgodr_ﬁe z ROZPORZADZENIEM MINISTRA SPRAW WEWNETRZNYCH [ ADMINISTRACII
z dnia 29 kwietnia 2004 r.

w sprawie dokumentacji przetwarzania danych osobowych oraz warunkéw technicznych
i orgamzacyjnych, jakim powinny odpowiadaé urzadzenia i systemy informatyczne stuzace do
przetwarzania danych osobowych

wdraia dokument o nazwie ,Instrukcja zarzadzania systemem informatycznym” zwany dalej ninstrukcjg”.

™

10.

11.

12.

Zapisy tego dokumentu wchodzg w zycie z dniem 1 kwietnia 2016 roku.

llekro¢ w ,,Instrukcji” jest mowa o:

PODMIOCIE — rozumie sig przez to spilke prawa handlowego, podmiot gospodarczy nieposiadajacy osobowoéci prawnej,
jednostke samorzgdows,

USTAWIE — rozumie sie przez to ustawe z dnia 29 sierpnia 1997 r. o ochronie danych osobowych {Dz. U. z 2014r. poz. 1182,
1662, 2 2015 r. poz. 1309), zwang dalej ,ustawg",

IDENTYFIKATORZE UZYTKOWNIKA — rozumie sie przez to cigg znakdw literowych, cyfrowych lub innych jednoznacznie
identy¥".ujacy osobe upowainiong do przetwarzania danych osobowych w systemie informatycznym,

HASLE — rozumie sie przez to ciag znakéw literowych, cyfrowych lub innych, znany jedynie osoble uprawnione] do pracy
w systemie informatycznym,

SIECI TELEKOMUNIKACYJNE) — rozumie sig przez to sie¢ telekomunikacyjng w rozumieniu art. 2 pkt 35 ustawy z dnia 16 lipca
2004 r. — Prawo telekomunikacyjne {Dz. U. z 2014r,, poz. 243, 827, 1198, z 2015r. poz. 1069),

SIECI PUBLICZNE! — rozumie sie przez to termin, ktéry przywotuje § 2 ust. 5 Rozporzadzenia Ministra Spraw Wewnetrznych
i Administracfi z.dnia 29 kwietnia 2004r. (Dz. U. z 2004r. Nr 100, poz. 1024),

TELETRANSMISII - rozumie sig przez to przesylanie informach za posrednictwem sleci telekomunikacyjnej,

ROZLICZALNOSC! — rozumie sle przez to wladciwodét zapewniajacy, e dziatania podmiotu mogg byé przypisane w sposob
jednoznaczny tylko temu podmiotowi,

INTEGP ALNOSCI DANYCH — rozumie sie przez to wlasciwosd zapewniajgcy, Ze dane osobowe nie zostaly zmieniorie lub

zniszczone w.sposGb nieautoryzowany,

RAPORCIE — rozumie. sie przez to przygotowane przez system informatyczny zestawienia zakresu itradci przetwarzanych
danych,

POUFNOSCI DANYCH — rozumie sie przez to whasciwoéé zapewniajgcy, Ze dane nie sg udostgpniane nieupowaznionym
podmiotom,

UWIERZYTELNIANIU — rozumie sig przez fo dziatante, ktérego celem jest weryfikacja deklarowanej toZsamoéci podmiotu.




§1

W podmiocie o nazwie: Urzad Gminy Golub-Dobrzyi, za przestrzeganie zapisdw instrukcji”
odpowiedzialny jest Administrator Danych lub zgodnie z zapisem §3 ,Polityki Bezpieczeristwa” wyznaczony
Administrator Bezpieczeristwa Informacji.

§2

W zwigzku z tym, ze w podmiocie o nazwie: Urzad Gminy Golub-Dobrzyii przynajmniej jedno
urzadzenia systemu Informatycznego, stuzgcego do przetwarzania danych osobowych, potaczone jest z
siecig publiczng, oraz uwzgledniajac kategorie przetwarzanych danych i zagrozenta wprowadza si¢ poziom
bezpieczeristwa przetwarzania danych osobowych w systemie informatycznym na poziomie wysokim, a w
zwigzku z tym wprowadza sig poniisze postanowienia:

Obszar, w ktory sg przetwarzane dane, zabezpiecza sie przed dostepem os6b nieuprawnionych na czas
nieobecnosci w nim oséb upowaznionych do przetwarzania danych osobowych. Przebywanie oséb
nieuprawnionych w obszarze, w ktdrym s3 przetwarzane dane, jest dopuszczalne za zgodg Administratora
Danych, Administratora Bezpieczeristwa Informacji lub w obecnosci osoby upowaznionej do przetwarzania
danych osobowych.

1. W systemie informatycznym stuzgcym do przetwarzania danych osobowych, przetwarza¢ dane moga
wylacznie osoby posiadajace aktualne upowaznienie nadane przez Administratora Danych Osobowych.
Uzytkownik przetwarzajgcy dane po otrzymaniu upowaznienia oraz loginu i hasta jest zobowigzany
niezwtocznie dokonaé zmiany hasta oraz zachowa¢ je w tajemnicy. Uzytkownik jest zobowigzany do
zmiany hasta nie rzadziej niz co 30 dni. Hasto nadane przez uzytkownika musi sktada¢ sig z co najmniej
z 8 znakow, zawierac mate i wielkie litery oraz cyfry lub znaki specjalne.

2. Jezeli dostep do danych przetwarzanych w systemie informatycznym posiadajg co najmniej dwie osoby,
wowczas zapewnia sie, aby:

w-systemie tym rejestrowany byt dla kazdego uzytkownika odrebny identyfikator oraz aby dostep do
danych byt mozliwy wylacznie po wprowadzeniu identyfikatora i dokonaniu uwierzytelhienia.

]}
System informatyczny stuzacy do przetwarzania danych osobowych zabezpiecza sie, w szczegdlnoéci przed:

1. dziataniem oprogramowania, ktérego celem jest uzyskanie nieuprawnionego dostepu do systemu
informatycznego:

* poprzez zainstalowanie programu antywirusowego o nazwie: ESET Endpoint Security,

e poprzez zainstalowanie firewall (zapora sieciowa),
e poprzez zabezpieczenie sieci radiowej odpowiedniej mocy uwierzytelnieniem,

2. utratg danych spowodowang awarig zasilania lub zakiéceniami w sieci zasilajacej poprzez zastosowanie
zasil .£za awaryjnego UPS.

v

1. Identyfikator uzytkownika, kt6ry utracit uprawnienia do przetwarzania danych, nie moie byc
przydzielony innej osobie.

2. W przypadku gdy do uwierzytelniania uizytkownikow uizywa sie hasta, jego zmiana nastgpuje nie
rzadziej niz co 30 dni. Hasto sktada sie ono co najmniej z 8 znakdw, zawiera mate i wielkie litery oraz
cyfry lub znaki specjalne.




s

3. Dane osobowe przetwarzane w systemie informatycznym zabezpiecza sig przez wykonywanie kopii
zapasowych zbioréw danych oraz programéw stuzgcych do przetwarzania danych. Kopie wszystkich
danych osobowych muszg by¢ tworzone nie rzadziej niz raz na tydzien.

4. Kopie zapasowe!

o) przechowuje sig w miejscach zabezpieczajagcych je przed nieuprawnionym przejeciem,
modyfikacja, uszkodzeniem lub zniszczeniem w pomieszczeniu zamknietym: pokdj nr 2, referat
organizacyjny.

B) usuwa sie niezwhocznie po ustaniu ich uzytecznodci.
v

Osoba uzytkujaca komputer przenosny zawierajacy dane osobowe zachowuje szczegblng ostroinosc
podczas jego transportu, przechowywania i uzytkowania poza obszarem przetwarzania danych osobowych
w tym stosuje hasta dostepu do komputera przeno$nego oraz do plikéw, w ktorych przetwarzane s dane
oschowe.

Vi
Urzadzenia, dyski lub inne elektroniczne nosniki informacji, zawierajgce dane osobowe, przeznaczone do:

a) likwidacji — pozbawia sie wczeéniej zapisu tych danych, a w przypadku gdy nie jest to mozliwe,
uszkadza sie w sposéb uniemozliwiajacy ich odczytanie,

b) przekazania podmiotowi nieuprawnionemu do przetwarzania danych — pozbawia si¢ wczesniej
zapisu tych danych, w spos6b uniemozliwiajacy ich odzyskanie,

¢)- naprawy — pozbawia sie wczesniej zapisu tych danych w sposdb uniemozliwiajgcy ich
odzyskanie albo naprawia sig je pod nadzorem osoby upowaznionej przez administratora
danych.
§3

1. Dla kaidej osoby, ktorej dane osobowe s przetwarzane w systemie informatycznym — z wyjatkiem
systemow stuzacych do przetwarzania danych osobowych ograniczonych wylgcznie do edycji tekstu
w celu udostepnienia go na pismie — system ten zapewnia odnotowanie:

a) daty pierwszego wprowadzenia danych do systemu,

b) identyfikatora uzytkownika wprowadzajgcego dane osobowe do systemu, chyba Ze dostgp do
systemu informatycznego i przetwarzanych w nim danych posiada wylacznie jedna osoba,

¢) irddta danych, w przypadku zbierania danych, nie od osoby, ktérej one dotycza,

d) informacji o odbiorcach, w rozumieniu art. 7 pkt 6 ustawy, ktérym dane osobowe zostaly
udostepnione, dacie i zakresie tego udostepnienia, chyba ze system informatyczny uzywany jest
do przetwarzania danych zawartych w zbiorach jawnych,

e) sprzeciwu, o ktdrym mowa w art. 32 ust. 1 pkt 8 ustawy.

2. Odnotowanie informacji, o ktérych mowa w §7 ust. 1 pkt 1,2 Rozporzadzenia Ministra Spraw
Wewnetrznych i Administracji z 29.04.2004r. (Dz. U. z 2004r. Nr 100, poz. 1024), nastgpuje
automatycznie po zatwierdzeniu przez uzytkownika operacji wprowadzenia danych.

3. Dla ka’dej osoby, ktdrej dane osobowe sg przetwarzane w systemie informatycznym, system zapewnia
sporzadzenie i wydrukowanie raportu zawierajgcego w powszechnie zrozumiate] formie informacje,
o ktérych mowa w §7 ust. 1 Rozporzadzenia Ministra Spraw Wewnetrznych i Administraciji 2 29.04.2004r.
(Dz. U. z 2004r. Nr 100, poz. 1024).

4. W przypadku przetwarzania danych osobowych, w co najmniej dwéch systemach informatycznych,




wymagania, o ktérych mowa w §7 ust. 1 pkt. 4 Rozporzadzenia Ministra Spraw Wewnetrznych
i Administracji z 29.04.2004r. (Dz. U. z 2004r. Nr 100, poz. 1024), moga by¢ realizowane w jednym z nich,
lub w odrebnym systemie informatycznym przeznaczonym do tego celu.

§4

Po zakoriczeniu pracy w systemie informatycznym uzytkownik ma obowigzek wylogowac sig z systemu.
W przypadku braku czynnosci ze strony uzytkownika w systemie informatycznym przez 30 minut, system
samoczynnie wyloguje uzytkownika przetwarzajgcego dane osobowe.

§5

Administrator Bezpieczeristwa Informacji, o ile jest wyznaczony, ma obowigzek dokonywac przegladow
technicznych sprzetu informatycznego w podmiocie oraz dba¢ o ich dobry stan techniczny. Zaleca sig
dokonywanie przegladéw okresowych co 30 dni oraz przegladdw generalnych raz na rok. W przypadku
stwierdzenia usterek technicznych Administrator Bezpieczeristwa Informacji ma obowigzek niezwtocznie
powiadomi¢ o tym fakcie Administratora Danych.

§6

W przypéd ku stwierdzenia przez Administratora Bezpieczenstwa Informacji uchybieft dotyczgcych
przetwarzania danych w podmiocie powinien o tym fakcie niezwtocznie powiadomi¢ Administratora Danych
oraz wprowadzi¢ takie zabezpieczenia i procedury, ktére w przysztosci wyeliminujg takie zdarzenia.

§7

W sprawach nieuregulowanych w niniejszej ,instrukcji” maja zastosowanie przepisy ustawy o ochronie
danych osobowych z dnia 29 sierpnia 1997 r. oraz ROZPORZADZENIEM MINISTRA SPRAW
WEWNETRZNYCH | ADMINISTRACII z dnia 29 kwietnia 2004 r. w sprawie dokumentacji przetwarzania
danych osobowych oraz warunkéw technicznych i organizacyjnych, jakim powinny odpowiadac
urzadzenia i systemy informatyczne stuzace do przetwarzania danych osobowych.

Administrator Bezpieczenstwa Informacji

—_— 7
.......... /aw*ﬁ’%w




